**Summary Post**

**Introduction**

This post will consider my peers' feedback, summarising our collaborative discussion and enhancing my initial post on the technologies used to combat Denial of Service (DoS) attacks.

**What is a DoS attack?**

My initial post discussed availability as a core tenet of information security (Cawthra, 2020) and briefly covered the differences between a DoS attack and a DDoS attack. To expand on Louis's suggestion, the traditional concept of a denial-of-service attack is sending a large number of requests to a network, meaning it cannot respond to requests from legitimate users (Chapple, 2024). As Edward rightfully noted, DDoS attacks are evolving. For example, advanced attacks can be disguised as low-rate traffic by initiating the TCP handshake but not completing it (Vedula, 2021). Motivations for such attacks vary, from political ideologies to financial benefits (Mohammed Salim, 2019).

**Firewalls**

I mentioned how firewalls are one method to combat DoS-style attacks and how next-generation firewalls can use threat signatures to identify them (Google, 2024). I also explored how the arrival of cloud technology has made it more challenging to define a network boundary (Anderson, 2020). This has led to the "Zero Trust Approach," where all traffic is considered untrusted. The peer responses suggested providing examples to strengthen this point. Microsoft has forgone firewalls and uses Azure conditional access policies; Google’s BeyondCorp model emphasises using access proxies (Haddon, 2021).

**Content Delivery Network**

Another technology to combat a DoS threat is a content delivery network (CDN). CDNs are a group of geographically distributed servers that web applications use to achieve high availability. As Louis rightfully pointed out, this is achieved by caching the resource and reducing the strain on what is known as the “origin server” (Cloudflare, ND). In my initial post, I noted how CDNs aren’t entirely secure. Problems have arisen with a lack of secure backend configuration and the potential for MitM (man in the middle) attacks (Shobhiri, 2023). This can be avoided through careful and proper configuration, which aligns with Deivid’s view on “the human factor” and the necessity of training and educating developers.

**Conclusion**

This post summarises our discussion and enhances my initial post. Firewalls and CDNs are technologies that mitigate DoS attacks and ensure high availability. Proper thought must be given to their placement and configuration to ensure their most effective use.
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